**Network Access Controller DS-K2600 Series V2.0.4\_build180706 Release Notes**

|  |  |  |
| --- | --- | --- |
| **Device Model:**DS-K2601DS-K2602DS-K2604  | Firmware Version | V2.0.4\_build180706 |
| SDK Version | HCNetSDKV5.3.1.35\_build20170911\_win32 |
| EHome Version | EhomeSDK\_V1.2.0.7\_build20170712 |
| 4200 Version | V2.7.1.9 build20180604 |

**Reason of Upgrade**

Add or modify functions, fix bugs, enhance products quality and meet customers’ requirements.

**Bugs Fix**

1. Fix a bug that armed zones will become disarmed when device reboot
2. Fix a bug that in multiple authentication, super password event is missing
3. Fix a bug that in multiple authentication, input wrong password event is missing
4. Fix a bug that when enable anti-pass back function, devise network will go abnormal.

**Customer Impact and Recommended Action**

This new firmware upgrade is to improve product performance, and will take effect automatically after upgrading from previous versions. We’d like to inform you the above changes. Also, we are sorry for any possible inconvenience of use-habit changes caused by this action.

For questions or concerns, please contact our local technical support team.

Note:

* Hikvision has all rights to alter, modify and cancel this notice.
* Hikvision doesn’t give any guarantee for old models’ stock.
* Hikvision is not liable for any typing or printing errors.
* For special model’s change details, please contact our local technical support team.
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