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Chapter 1 What's New in V2.3.0

Device

1. Supports adding IP speakers managed on Hik-Partner Pro, with IP Speaker added as a new
category in the device list.

IP Receiver Pro i Configuration  Automation Output Q admin @ Help [ Log Out

{-Add > Delete (”Refresh || Synchronize Device Information [ Export Device Number: 5 | Not Activated: 0 Q|
Account ID D; jce & T = Devic ! Device M... Device... B Conn... Y Devic.. Y  Alarm.. | LastAlar... Operation

s+ ker V1.5.0 build 250 Hik-Partne 0 / Z o R @
Security Control Device

gs« ker V1.5.0 build 250 Hik-Partne 0 / Z &8 /A @ X
Encoding Device S

ips- Access Control Device 19 V5.8.60 build 24 Hik-Partne 0 ! Z 8 QA @
Radar 5

g Co V/3.2.30 build 22 Hik-Partne 0 Z B R B

| 1P Speaker

gs- c V1.3.0 build 250 Dual-Conn 0 / Z 8 K &

Others - &

Confirm  Reset

Figure 1-1 Add IP Speaker

2. Supports adding AX HOME V1.2 / Energy-Efficient Panel managed on Hik-Partner Pro (with dual-
connection supported) or via OTAP.

+Add X Delete £IRefiesh | Synchr Device Number: 3 | Not Activated: 0 al w
AccountID & | Device Name SerialNo. ¢ DeviceType Y ' Device Model on + YV Comnecting-- Y ' DeviceStatus Y | AlamTimes | LastAlarmTime  Alarm S/ Operation
AX HOME2770 [*) Security Control D. DS-PA201PS-32WE  V1.2.0 build 250303 Hik-Pariner Pro 0 4 @ R @ X
DS-PWA96-M-WE(Q335. d Security Control D. DS-PWA9-M-WE  V1.3.0 build 250314 Hik-Partner Pro 4 4 8 R @ X
Security Control D...  DS-PA202PS-16WE  V1.2.0 buid 250410 Hik-Partner Pro Oftine 0 %8 A8 &

Figure 1-2 AX Home V1.2 / Energy Efficient Panel

3. On the Device page, adds statistics for the total number of devices, devices not activated, and
devices not authenticated.
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IP Receiver Pro Y stom Q. admin
+Add X Delete (*Refresh || Synchronize Device Information [ Export Device Number: 2101 | Not Activated: 0 Q|
Account D ¢ Device N... * Seria... Device... Y  DeviceModel = DeviceVer.. + Y  Connec.. Y  Device.. Y  AlarmTi.. = LastAlamTi.. = Alarm Operation
Security Cont DS-PHAG4-M  V1.2.0 build 200516 ISUP 1 2025-04-14 1 Z B R &
Security Cont / / ISUP 1 2025-04-14 1 ; Z & & X
Security Cont / ISUP 1 2025-04-14 1 Z 8 R &
Security Cont / / ISUP 1 2025-04-14 1 N BB R &
Security Cont / ISUP 1 2025-04-14 1 Q&
Security Cont DS-PHAG4-M  V1.2.0 build 200516 ISUP i 2025-04-14 1 A BB R K X
Security Cont DS-PHA64-M V120 build 200516 ISUP 1 2025-04-14 1 ; B &8 ] &
Security Cont i ISUP 1 2025-04-14 1 Z 8 R &
Security Cont / / ISUP 1 2025-04-14 1 N Z B R &
Security Cont / / ISUP 1 2025-04-14 1 e 4 B R &
Security Cont DS-PHAG4-M  V1.2.0 build 200516 ISUP 1 2025-04-14 1 BB R &
Security Cont / / ISUP 1 2025-04-14 1 ! Z & =5 5

Figure 1-3 Device Statistics

4. For AX HYBRID PRO V2.1.1, the zone list shows Device Number + Zone Name, while its Security
Panel Plug-in displays Device + Device Number.

IP Receiver Pro

(€) Device List

Enable Alarm Service  |v/|

Zone Setiings 3 - Zone 1(IPC59.110) Selecked Devic 0747 | = setectcnaniel
4-Zone 2
5 - pircam-Zone 3 Device Name Serial No. Channel No. Channel Name Video Decryption Key Operation
11 - Zone 4(IPC)
17 - Detector
18 - Detector

20 - Detector(IPC)

Save Cancel

Figure 1-4 Zone List
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Security Panel Plugin

Area B Zone

Display by Zone

2 Permanent Deactivation
Device3
Alarm | frealArea5Aread
Deviced Permanent Deactivation
Areal One-Time Deactivation
. Permanent Deactivation
Device5

ArealAreaPArea3AreadAreas

Permanent Deactivation
Devicell
Area2Area

Permanent Deactivation
Devicel7
Alarm | Areal
Deviceld Permanent Deactivation
Areal One-Time Deactivation

® off

® off

@® off

@® off

O off

® off

® off
@® off

O Entirely
O Lidonly O Entirely
O Lidonly O Entirely
O Lid only O Entirely
® Entirely

O Lidonly O Entirely

O Lidonly O Entirely

O Lidonly O Entirely

Figure 1-5 Plug-In

Configuration
1.

Supports automatic import of HPP devices to IPRP by using HPP devices' account number as the
account ID for IPRP devices. You need to set the account number of devices on Hik-Partner Pro
(go to Site & Service - ARC Service - Set Account Number ) before the account number can

be used as the devices' account ID. Otherwise, the serial No. will be used as account ID by

default.

IP Receiver Pro Configuration

Q  admin

@ Help

B LogOut

I Hik-Partner Pro

Parameters Hot Spare Settings
S System
7N P 2 Account Information ik-Partner Pro Open Platfrom Address https://api.hik-partner.com User Name (ARC ID)
(&) "
® Network S ARG
B Storage

Connection Status @ Connected
Automatically Import Devices v mport Now

Account ID Type (@) Serial No.

Enable Dual-Connection (D)

Set the dual connection parameters and save.

Port Name Port Type Internal Port
Registered Port TCP 7661 7661
ISUP Alarm Port TCP 7662 7662

Figure 1-6 Automatic Import Devices

External Port

£ Edit

External Address

0000

2. On the Alarm Monitor page, you can customize tokens (32-64 alphanumeric characters
required). HTTPS requests are required for ensuring secure network transmission of URL

requests.
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IP Receiver Pro Device Configuration 0 O

[B, Hik-Partner Pro
Basic Information User Time Alarm Menitor lllegal Login Lock Allowiist
& System ———
@ To ensure secure network transmission of URL requests, use the https request.
£ Maintenance
Enable
@ Network

@ st Token = | F1A285F8EICFICFA2E86E03C 143B6BFB10486D9FAB89ACDT7DIBFEBDOEOBCACE | {1
El Storage

URL: https:// IpagelvideoReview?

token=F1A285FBEQCFICFAZESBEQ3C143B6BFB10486D9FAS89ACD77DIBFESDOEOBCACE &account=<ID>

Figure 1-7 Alarm Monitor

IP Receiver Pro Device Configuration

I__Fgl Hik-Partner Pro

Port Port Mapping HTTPS Email
{8t System
\/
4% Maintenance Enable
€ Network Installed Certificate Delete
Bl Storage
- i Attribute

Figure 1-8 HTTPS Configuration

Automation Output

1. On the Event Monitor or the event verification page opened via URL, the system supports
displaying the confidence value, indicating the probability of the target being a human, vehicle,
or other objects. You can click View in the Video Clips column to verify the target by reviewing
the Al-analyzed videos processed by the perimeter protection server, which are accessible from
the security control panels added via Hik-Partner Pro.

E@ Note

Confidence is unchecked by default. You need to check it in the filter column.
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EZ Protocol

Historical Event
% Event Monitor

Automatic: Refresh

Account ID Soral No. Ressl 4

Triggering Time 502570321 00:00:00 - 2025/03/21 225059 £

E EventCode

| Gonnecting Mode

] Device Name

Connect.. | Account.. Serial No. | Device EventN..  EventC. Triggering Time  Additional Inform, Confidence ideo Clips V' ‘
OK R

Hikk-Part DS-PW Line Cro. BH 20250321 15 Area 1 Zone:2 Dev

oTap 000000 Line Cro. BH 20250321 15...  Area Zone:5,Dev. B sent (1
Hik-Part DSPW Line Gro BA 20250321 15 Arear1 Zone:2, Dev Target human[94%] View -3 Sent (I
OTAF 000000 Line Gro. BA 2025-03-21 15, Area 1 Zone 5 Sent (1
oTAp 000000 Line Cro. BA 2025.03.21 15 Area 1 Zone 5, Dev View B Sent (I
ISUP Periodic RP 2025-03-21 15 Sent (1
ISUP Pariodic RP 2025032115 sent (I
ISUP Periodic R 20250321 15 Sent (1
1SUP Periodic P 2025.03.21 15, Sent (1
1SUP Periodic RP 20250321 15 Sent (1
Hik-Part DSPW Line Cro. BH 20250321 15 Area-1 Zone:2, Dev i Sent (1

Details ¥
Line Crossing Alarm . . 4, Download

#rm | Confidence Video Clips ¥

» 0:06/0:08

Target:human[94%] View

Dev
|

Close Dev_.. View

Figure 1-9 Confidence

2. For DC-09 protocol messages forwarded by IPRP, adds confidence information. For example:
{"confidence":747,"frameNum":0,"rect":{"height":0.28940199999999999, "width":
0.10546899999999999,"x":0.370313,"y":0.13858699999999999},"target!d":
3,"targetType":"human"}.

3. On the Inspection Event page, adds two event types deviceHppAbnormal and
deviceHppNormal to indicate device network exception on Hik-Partner Pro.
deviceHppAbnormal is triggered when the HPP link goes offline in a dual-connection mode. You
can view the warning in the device list.
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IP Receiver Pro Automation Output Q  admin ) Help [> Log Out
B3 Protocol
Device Event Inspection Event
Event Monitor
[Z5 Event Code No. Event Type Event Description CID Code SIA Code Enable Operation
[1 deviceHppAbnormal Device Network Exception on Hik-Partner Pro E400 DA ] Z ]
2 deviceHppNormal Device Network Exception Restored on Hik-Par...  R400 DN (] 4
3 deviceKeyAbnormal Device Key Exception E500 KA (]
4 deviceKeyNormal Device Key Exception Restored R500 KR ] A
5 devicedeleted Device Deleted From Hik-Partner Pro Alarm E349 oD (1 [2
6 deviceoffline Device Offline Alarm E350 OF (]
7 deviceonline Device Online Alarm R350 ON (]
8 hppConnectAbnormal  Communication Exception Between IP Receiver...  E600 HA ] Z
9 hppConnectNormal Communication Restored Between IP Receiver R600 RA (] 4

admin

+-Add X Delete < Refresh || Synchronize Device Information [ Export Device Number: 5 | Not Activat

AccountiD 3 | Device Name SerialNo. ¢ | DeviceType Y | Device Model Device Version ¢ V| Connecting.. Y | Device Status V | AlarmTimes | LastAlarmTime | Alarm Service | Operation
Energy-Eficent P Securly ConrlD...  DS.PA2C2PSIGWE V120 bull 250410 HikparnerPro oM 1 202504151633, Noma © X
AXPROTTA1 Securty ContolD...  DSPWASSMAWE V129 buld 240621 DuarComnecton sup s 20250816 1411 NG Z b A& X
P— SecurlyConvolD...  DSPAGOTEM V211 buld 250411 DuarComecion 0 o B o A& X
o6t Securty Control D SEMWE V130 buld 250401 Duak-Connection I A%)0  Device Network Exception on Hik Pariner Pro I a 2o R & X
V130 bula 250401 OuakConnection iR © 152 70250016 1557 %A & X

Figure 1-10 Device Network Exception

About Plug-In
1. Adds plug-in icons to the device list, enabling access to device-type-specific plug-ins.

1P Receiver Pro

admn @ Help

Add X Delete £¥Refresh || Synchronize Device Information [ Export Device Number 4 | Not Activated 0 al w
AccountD & | Device Name + SerialNo. ¢ ' DeviceType Y | Device Model Device Version Y | Connecting-~ YV ' DeviceStatus Y  AlarmTimes  LastAlarm Time Alarm Service ~ Operation
142400296 Encoding Device IDS-T208HUHI-M. V471111 build 231206 1SUP e 6 2025-04-24 1433, g & ’|w|X
FHE854986 1P Speaker DS-QAZ1307GIT-E  V1.5.0 build 250328 Hik-Partner Pro 0 B & ’|@|X
K56213677 Access Control D. DSKIT671TM V3.2.30 build 220610 Hik-Partner Pro 0 Z b ”|le|X
’ Security Control D. 1 oTAP Offiine @ [ Z 8 Rlme]|X

Figure 1-11 Plug-In on the Device Page
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IP Speaker Plugin

Account ID g Device Serial FHI

| Audio File List (22) ) — —— )
.mp3 ®
mp3 ®
B o.mp3 ®
.mp3 ®
mp3 )
mp3 (&)
mp3 (&)
mp3 ()
mp3 ()
moomp3 &)

’ mp3 &)

)
)

Figure 1-12 IP Speaker Plug-In on the Device Page (Control Single Device)
2. For IP Speakers:
- Adds a plug-in for managing IP speakers added via Hik-Partner Pro. You can play audio files,
control volume (which adjusts both audio file playback and speaking volume simultaneously),

and start speaking. With Hik Video Plugin, you can perform these operations for a single
device or multiple devices.
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EE] Note

- To speak to multiple devices simultaneously, click Speak and select devices as needed.
- To play audio files for multiple devices simultaneously, select devices as needed from the
drop-down Device Serial No. menu.

IP Speaker Plugin

s ~y
Account ID E— Device Serial All v
@ All
| Audio File List (18) ] =] <
@ g
5
5 )

@ @ ® ® @

i ™
Select Device*® (&)

= v | ®

[+

(+

[+ ]
@

“'r

®)
1 .

Figure 1-13 Batch Control
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IP Speaker Plugin

Account ID ipspeaker Device Serial All v
| Audio File List (18) ) - )
.mp3 ®
mp3 )
mem.mp3 ®
mp3 ®
mp3 ®
mp3 &
mp3 &
.mp3 ®)
mp3 (©)
mp3 &
o’ mp3 )
e

Figure 1-14 IP Speaker Plug-In with Hik Video Plugin (Control Multiple Devices)

- On the Maintenance - Operation Log page, adds four operation log types: Start Playing
Audio File, Stop Playing Audio File, Start Speaking, and Stop Speaking.




Hik IP Receiver Pro What's New

1P Receiver Pro Configuration tomatic Q admin @ Help

[E Hik-Partner Pro

Log Configuration File Operation Log
& system - =

Maintenance #Dmge 2025/04/03 00:00:00 - 2025/04/14 23:59:59 £ ?P:efﬂ""" Al Types ~ Keywords Reset
i Vi o

@ Network Eexport Configure Bypass Restoring
. Lock Client IP Address : ;
& Storage Log Time User Name P Address Opera Operation Resut Additional Information
g Unlock Client IP Address
2025.04-14T20:39-44+08..  admin Stop P Success
Deactivation
2025.04-14T203923+08..  admin Start f Start Playing Audio File Success
2025.04-14T20:38:57+08...  admin Stop f| Stop Playing Audio File Success
Start Speaking
2025.04-14T20:3837+08...  admin Start§ Success
Stop Speaking
2025.04-14T2038:35+08...  admin Stop Speaking Plug-n Success
2025.04-14T20:36:49+08..  admin Start Speaking Plug-in Success
2025-04-14T20.36:02+08...  admin Stop Speaking Plug-In Success
2025-04-14T203548+08...  admin Start Speaking Plug-in Success
2025-04-14T203213+08...  admin Stop Playing Audio File Plug-in Success
2025.04-14T203203+08...  admin Start Playing Audio File Plug-in Success
2025-04-14T203156+08...  admin Stop Playing Audio File Plug-in Success

Figure 1-15 Operation Log

3. On the event verification page opened via URL, supports displaying and opening multiple plug-
ins simultaneously, with a maximum of one plug-in of each type.

IP Receiver Pro

 Refresh 2 = o
IP Speaker Plugin etting | Security Panel Plugin
Connecting Mode  Account il
Account ID L Device Serial  — R Area & Zone
oTap
OTAP | Audio File List (19) ) — — ) ) oAl &
otaP ®
: _ Areal
oap &.mp3 ® o Alarm
J] monmp3 ®
ome ] P : s
) ® Aarm
oTAP il 2 %Y O Aread
" = Alarm
mp3 ®
oTap i
mem.mp3 ® - Areas
OTAP b Alarm
mp3 ®
omap
— ® - :ms
oTap w =
mp3 ®
b Areab
oTap . 5 N
B .mp3 ® o Alarm
oTap - p— b
oTap OTAPATS3 Line Crossing .. R131 20

Figure 1-16 Multiple Plug-Ins

4. For the video verification plug-in, supports switching between the main stream and sub stream
(by default) from devices managed on HPP in the live view window.

10
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Hik VideoPlugin

Alarm Time: 2025-04-15 14:17:46

Figure 1-17 Video Verification Plug-in

5. When the intercom verification plug-in is enabled, a window displaying Call ended on the
device will appear when the call is terminated from the device side.

11
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Intercom Verification

DS-K1T671TM(K5621 367 8 s S i i

Open Door
K56213678 C Oncall.

A Call ended on the device.

Figure 1-18 Intercom Verification Plug-in
6. For the Security Panel Plug-in:
- After enabling Fault Checklist when Arming on the devices added via OTAP, the arming
process will perform area self-checks, including verification of battery status, power supply

availability, device connection, etc. This ensures all critical components are in optimal
condition before arming completion.

12
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Security Panel Plugin

- ] 582 Fmmem
Area Fault X
Fault check completed.Continue to arm? :
OAn P % Away Arm (@ Disarm i Silence Alarm
Area Fault System Fault (2)
m} i @ Stay Al & Away Al Di
" tay Arm way Arm & Disarm
Disanm Fault Details % 4
devRemove(#AX PRO)
Area2 .
H Disarm ARCUploadFailed @& StayArm (& Away Arm @ Disarm
Area3
m] e @ StayArm {4 Away Arm {4 Disarm
Aread
O Disarm @ StayArm (% Away Arm & Disarm
Areas
O Disarm @ Stay Arm {4 Away Arm @ Disarm
Areat
m] ki @ StayArm {4 Away Arm {4 Disarm
Continue to Arm Cancel
™

Figure 1-19 Fault Check

- For devices added via OTAP, zone bypass is replaced with permanent deactivation and one-
time deactivation. You can select off, lid only, and entirely. See the table below for details.

Table 1-1 Zone Deactivation

permanently.

Status Definition Description
Permanent The system will off
Deactivation disable its alarms

The device operates in normal mode and
transmits all events and alarms.

Lid Only
The system will ignore only tamper alarms.
Entirely

The system will ignore all alarms reported by the
device.

One-Time The system will
Deactivation disable its alarms
for each time the
armed mode is
active.

off

The device operates in normal mode and
transmits all events and alarms.

Lid Only
The system will ignore only tamper alarms.
Entirely

The system will ignore all alarms reported by the
device.

13
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Security Panel Plu

M Area B Zone
Display by Zone v
Permanent Deactivation ® Off O Lid only O Entirely
Zonel
Alarm | Areal2 One-Time Deactivation ® Off O Lid only O Entirely
Permanent Deactivation @ Off O Entirely
Zone2
Areal
= 3 Permanent Deactivation O Off O Lidonly @ Entirely
Zone3 J
S Permanent Deactivation @ Off O Entirely
Areal One-Time Deactivation ® Off O Entirely

Figure 1-20 Deactivation

- On the Maintenance - Operation Log page, adds an operation log type Deactivation.

Configuration

admin

e p & ®m

m

Hik-Partner Pro

log  ConfigurationFile  Operation Log
System

Maintenance LogTime [ 2025/04/03 00:0000 - Operation Type s

. EEg Configure Bypass Restoring

Storage Log Time User Name 1P Address Lock Cllent IP Address L ton aget opeston et

Unlock Client IP Address

2025-04-21T18:06:19+08:00 admin Success
2025-04-21T18:06:16+08:00 admin Start Playing Audio File n Success
2025-04-21T18:06:14+08:00 admin Stop Payig Audio fe Success

Start Speaking

2025.04.21T16:06.06+08.00 aomin in Fail
Stop Speaking

2025.04.21T16:06:02+08:00 aomin Deactivaton Plug-n Fail
2025.04.21T16:05:56+08:00 aomin Deactivaton Plug-n Fail
2025.04.21T16:03.06+08:00 aomin Deactvaton Plug-n Fall
2025.04.21T16:02:52+08:00 aomin Deactivaton Plug-in Fail
2025-04-21T18:02:46+08:00 admin Deactivaton Plug-n Fail
2025-04-21T14:21:49+08:00 admin Deactivation Plug-n Fail
2025.04.21T14:21:45+08:00 aomin Deactivation Plug-n Fail
2025-04-21T14:21:43+08:00 admin Deactivation Plug-in Success
2025-04-21T14:21:42+08:00 admin Deactivation Plug-n Success

Totals3 | 20 fpage v

Figure 1-21 Operation Log

Additional Information

Account ID:

Account ID!

Account ID,

Account ID,

Account ID;

Account ID:

Account ID!

Account ID,

Account ID,

Account ID;

Account ID:

Account ID;

Account ID,

Zone:

Zone:

Zone:

Zone:

Zone:

Zone:

Zone:

Zone:

Zone:

Zone:

Zone:

Zone:

Zone:

Reset

1 Permanent(or,

3 Permanent(ii

1 Permanent(e.

3 Permanent(i.

3 Permanent(e.

1 Permanent(e.

1 Permaneni(e

1 Permaneni(e

1 Permanent(e

7 Permanent(e.

7 Permanent(e.

6 Permanent(e.

6 Permanent(li
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Appendix A. Legal Information

About this Document

This Document includes instructions for using and managing the Product. Pictures, charts,
images and all other information hereinafter are for description and explanation only.

The information contained in the Document is subject to change, without notice, due to
firmware updates or other reasons. Please find the latest version of the Document at the
Hikvision website ( https://www.hikvision.com ). Unless otherwise agreed, Hangzhou Hikvision
Digital Technology Co., Ltd. or its affiliates (hereinafter referred to as "Hikvision") makes no
warranties, express or implied.

Please use the Document with the guidance and assistance of professionals trained in
supporting the Product.

About this Product

This product can only enjoy the after-sales service support in the country or region where the
purchase is made.

Acknowledgment of Intellectual Property Rights

Hikvision owns the copyrights and/or patents related to the technology embodied in the
Products described in this Document, which may include licenses obtained from third parties.
Any part of the Document, including text, pictures, graphics, etc., belongs to Hikvision. No part
of this Document may be excerpted, copied, translated, or modified in whole or in part by any
means without written permission.

HIKVISTON and other Hikvision's trademarks and logos are the properties of Hikvision in
various jurisdictions.

Other trademarks and logos mentioned are the properties of their respective owners.

LEGAL DISCLAIMER

TO THE MAXIMUM EXTENT PERMITTED BY APPLICABLE LAW, THIS DOCUMENT AND THE
PRODUCT DESCRIBED, WITH ITS HARDWARE, SOFTWARE AND FIRMWARE, ARE PROVIDED "AS
IS" AND "WITH ALL FAULTS AND ERRORS". HIKVISION MAKES NO WARRANTIES, EXPRESS OR
IMPLIED, INCLUDING WITHOUT LIMITATION, MERCHANTABILITY, SATISFACTORY QUALITY, OR
FITNESS FOR A PARTICULAR PURPOSE. THE USE OF THE PRODUCT BY YOU IS AT YOUR OWN RISK.
IN NO EVENT WILL HIKVISION BE LIABLE TO YOU FOR ANY SPECIAL, CONSEQUENTIAL,
INCIDENTAL, OR INDIRECT DAMAGES, INCLUDING, AMONG OTHERS, DAMAGES FOR LOSS OF
BUSINESS PROFITS, BUSINESS INTERRUPTION, OR LOSS OF DATA, CORRUPTION OF SYSTEMS, OR
LOSS OF DOCUMENTATION, WHETHER BASED ON BREACH OF CONTRACT, TORT (INCLUDING
NEGLIGENCE), PRODUCT LIABILITY, OR OTHERWISE, IN CONNECTION WITH THE USE OF THE

15


https://www.hikvision.com

Hik IP Receiver Pro What's New

PRODUCT, EVEN IF HIKVISION HAS BEEN ADVISED OF THE POSSIBILITY OF SUCH DAMAGES OR
LOSS.

+ YOU ACKNOWLEDGE THAT THE NATURE OF THE INTERNET PROVIDES FOR INHERENT SECURITY
RISKS, AND HIKVISION SHALL NOT TAKE ANY RESPONSIBILITIES FOR ABNORMAL OPERATION,
PRIVACY LEAKAGE OR OTHER DAMAGES RESULTING FROM CYBER-ATTACK, HACKER ATTACK,
VIRUS INFECTION, OR OTHER INTERNET SECURITY RISKS; HOWEVER, HIKVISION WILL PROVIDE
TIMELY TECHNICAL SUPPORT IF REQUIRED.

« YOU AGREE TO USE THIS PRODUCT IN COMPLIANCE WITH ALL APPLICABLE LAWS, AND YOU ARE
SOLELY RESPONSIBLE FOR ENSURING THAT YOUR USE CONFORMS TO THE APPLICABLE LAW.
ESPECIALLY, YOU ARE RESPONSIBLE, FOR USING THIS PRODUCT IN A MANNER THAT DOES NOT
INFRINGE ON THE RIGHTS OF THIRD PARTIES, INCLUDING WITHOUT LIMITATION, RIGHTS OF
PUBLICITY, INTELLECTUAL PROPERTY RIGHTS, OR DATA PROTECTION AND OTHER PRIVACY
RIGHTS. YOU SHALL NOT USE THIS PRODUCT FOR ANY PROHIBITED END-USES, INCLUDING THE
DEVELOPMENT OR PRODUCTION OF WEAPONS OF MASS DESTRUCTION, THE DEVELOPMENT OR
PRODUCTION OF CHEMICAL OR BIOLOGICAL WEAPONS, ANY ACTIVITIES IN THE CONTEXT
RELATED TO ANY NUCLEAR EXPLOSIVE OR UNSAFE NUCLEAR FUEL-CYCLE, OR IN SUPPORT OF
HUMAN RIGHTS ABUSES.

« IN THE EVENT OF ANY CONFLICTS BETWEEN THIS DOCUMENT AND THE APPLICABLE LAW, THE
LATTER PREVAILS.

© Hangzhou Hikvision Digital Technology Co., Ltd. All rights reserved.
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